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Digital Single Market

Europe is making an ambitious attempt to be the first political power to regulate the digital realm and establish a functioning Digital Single 
Market.

This will be a key tool to preserve European competitiveness through a strategy of:
• Expansion of the areas covered
• Protection from potential threats of the digital revolution

The Digital Single Market is composed of 3 pillars:
1. Better access for consumers and businesses to digital goods and services across the EU
2. Creating the right conditions and a level playing field for digital networks and innovative services to flourish
3. Maximising the growth potential of the digital economy



Digital Decade: Road to 2030

The European Commission has set digital targets to be reached by 2030:

• Skills development for creating a pool of ICT specialists
• Digital transformation of businesses
• Secure and sustainable digital infrastructure
• Digitalisation of public services



Digital Transformation of Businesses

Tech up-take: 75% of EU companies using Cloud, AI, or Big Data
Innovators: grow scale-ups & finance to double EU Unicorns
Late adopters: more than 90% of SMEs reach at least a basic level of digital intensity

Portuguese EDIHs focused on manufacturing, metalworking, and industrial production:
PRODUTECH DIH, CONNECT5, AzoresDIH, DIH4GlobalAutomotive 

EDIHs Catalogue

https://european-digital-innovation-hubs.ec.europa.eu/edih-catalogue?f%5B0%5D=country%3APortugal&f%5B1%5D=edih_soe%3Adih&f%5B2%5D=edih_soe%3Aedih&f%5B3%5D=edih_soe%3Asoe&f%5B4%5D=sectors%3A348&f%5B5%5D=sectors%3A672


Cybersecurity

Relevant upcoming legislation:
Cyber Resilience Act 

CECIMO recommends always verifying the cybersecurity level of all economic actors
involved in data-sharing practices and paying attention to the following aspects:

• Conduct an inventory of all the entities that have access to the company’s data, networks, or systems.
• Develop a strategy for continuous monitoring of network security and data management, if possible, agreed with business partners.
• Organise periodic training sessions for the workforce, especially focusing on common threats such as password management, 

phishing scams, and others.
• Developing cyber hygiene guidelines, sector-specific checklists, and training material aimed at installing good habits in the 

workforce and reducing the number of incidents.



Cybersecurity – Cyber Threats



Artificial Intelligence for Machine Tools

Benefits:
• Quality control
• Optimisation of machining parameters
• Autonomous machining
• Supply chain optimisation
• Improved human-robot collaboration:

Challenges:
• Data quality
• Complexity
• Cost
• Technical Expertise
• Security

Legislation
Artificial Intelligence Act



Data Act

• Considered the GDPR for businesses
• It aims to unlock the potential of the data economy
• Facilitate data-sharing practices while safeguarding trade secrets 
• Redistribute the value created by co-generated data among the value chain
• Possibility for governments to access data in case of public emergencies.
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